Second Regular Session 111th General Assembly (2000)

PRINTING CODE. Amendments: Whenever an existing statute (or a section of the Indiana
Congtitution) isbeing amended, thetext of the existing provision will appear inthisstyletype,
additions will appear in this style type, and deletions will appear in this styte type:

Additions: Whenever a new statutory provision is being enacted (or a new constitutional
provision adopted), the text of the new provision will appear in this style type. Also, the
word NEW will appear inthat styletypeintheintroductory clause of each SECTION that adds
anew provision to the Indiana Code or the Indiana Constitution.

Conflict reconciliation: Text in astatutein this styletype or this styte type reconciles conflicts
between statutes enacted by the 1999 General Assembly.

HOUSE ENROLLED ACT No. 1395

AN ACT to amend the Indiana Code concerning commercial law.

Be it enacted by the General Assembly of the Sate of Indiana:

SECTION 1. 1C 26-2-8 ISADDED TO THE INDIANA CODE AS
A NEW CHAPTER TO READ AS FOLLOWS [EFFECTIVE JULY
1, 2000]:
Chapter 8. Uniform Electronic Transactions Act
Sec. 101. IC 26-2-8 may be cited as the Uniform Electronic
Transactions Act.
Sec. 102. Asused in this chapter:
(D) " Agreement” meansthe bargain of the partiesin fact, as
foundintheir languageor inferred from other circumstances
and from rules, regulations, and procedur es given the effect
of agreementsunder lawsotherwiseapplicabletoaparticular
transaction.
(2) " Automated transaction” meansatransaction conducted
or performed, in whole or in part, by electronic means or
electronic recordsin which the acts or records of one (1) or
both partiesarenot reviewed by an individual in theordinary
course in forming a contract, performing under an existing
contract, or fulfilling an obligation required by the
transaction.
(3) "Computer program" means a set of statements or
instructionstobeused directly or indirectly in aninformation
processing system in order to bring about a certain result.
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(4)" Contract” meansthetotal legal obligationresultingfrom
the parties agreement as affected by this chapter and other
applicable law.

(5) "Electronic" means relating to technology having
electrical, digital, magnetic, wir eless, optical, electromagnetic,
or similar capabilities.

(6) "Electronic agent” means a computer program or an
electronicor other automated meansused toinitiatean action
or respond to electronicrecordsor performancesin wholeor
in part without review by an individual at the time of the
action or response.

(7) " Electronic record” means arecord created, generated,
sent, communicated, received, or stored by electronic means.
(8) " Electronicsignature" meansan electronicsound, symbol,
or process attached to or logically associated with an
electronic record and executed or adopted by a person with
theintent to sign the electronic record.

(9) " Gover nmental agency" meansan executive, legislative, or
judicial agency, department, board, commission, authority,
institution, instrumentality, or other political subdivision of
the state.

(10) " Information" means data, text, images, sounds, codes,
computer programs, softwar e, databases, or thelike.

(11) " Information processing system” means an electronic
system for creating, generating, sending, receiving, storing,
displaying, or processing information.

(12) "Person" means an individual, corporation, business
trust, estate, trust, partnership, limited liability company,
association, joint venture, governmental agency, public
cor poration, or any other legal or commercial entity.

(13) "Record" means information that is inscribed on a
tangible medium or that is stored in an electronic or other
medium and isretrievablein perceivable form.

(14) " Security procedure’ means a procedure employed for
the purpose of verifying that an electronic signature, record,
or performanceisthat of a specific person or for detecting
changesor errorsin theinformation in an electronic record.
The term includes a procedure that requires the use of
algorithms or other codes, identifying words or numbers,
encryption, or callback or other acknowledgment procedures.
(15) " Transaction" meansan action or set of actionsrelating
to the conduct of business, commercial, or governmental
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affairsand occurring between two (2) or more persons.

Sec. 103. (a) Except asother wiseprovided in subsection (b), this
chapter appliestoelectronicrecordsand electronicsignatur esthat
relateto atransaction.

(b) This chapter does not apply to transactions subject to the
following laws:

(1) A law governing the creation and execution of wills,
codicils, or testamentary trusts.

(2) IC 26-1-1, other than IC 26-1-1-107 and 1 C 26-1-1-206.
(3)1C 26-1-2,1C 26-1-2.1,1C 26-1-3.1, IC 26-1-4, 1 C 26-1-4.1.
IC 26-1-5.1,IC 26-1-6.1, IC 26-1-7, IC 26-1-8.1, or I1C 26-1-9.
(4) Laws specifically excluded by a governmental agency
under sections 201 and 202 of this chapter.

(c) This chapter appliesto an electronic record or electronic
signatur e otherwise excluded from the application of this chapter
under subsection (b) when used for transactions subject to a law
other than those specified in subsection (b).

(d) A transaction subject to this chapter isalso subject to other
applicable substantive law.

Sec. 104. (a) This chapter does not require that a record or
signature be created, generated, sent, communicated, received,
stored, or otherwise processed or used by electronic meansor in
electronic form.

(b) This chapter only applies to transactions between parties
each of which hasagreed toconduct transactionselectronically. An
agreement to conduct transactions electronically is determined
from the context and surrounding circumstances, including the
parties conduct.

(c) If aparty agreesto conduct atransaction electronically, this
chapter doesnot prohibit theparty from refusing to conduct other
transactions electronically. This subsection may not be varied by
agreement.

(d) Except as otherwise provided in this chapter, the effect of
any provision of this chapter may be varied by agreement. The
presencein certain provisionsof thischapter of thewords" unless
otherwiseagreed", or wordsof similar import, doesnot imply that
the effect of other provisions may not be varied by agreement.

(e) Whether an electronic record or electronic signature has
legal consequencesisdeter mined by thischapter, if applicable, and
otherwise by other applicable law.

Sec. 105. Thischapter must be construed and applied:

(2) to facilitate electronic transactions consistent with other
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applicable law;

(2) to be consistent with reasonable practices concerning
electronic transactions and with the continued expansion of
those practices; and

(3) to effectuateits general purposeto make uniform thelaw
with respect to the subject of this chapter among states
enacting it.

Sec. 106. (a) A record or signaturemay not bedenied legal effect
or enfor ceability solely becauseit isin electronic form.

(b) A contract may not be denied legal effect or enfor ceability
solely because an electronic record was used in itsformation.

(c) If a law requires a record to be in writing, or provides
consequencesif it isnot, an electronic record satisfiesthe law.

(d) If alawrequiresasignature, or providesconsequencesinthe
absence of a signature, the law is satisfied with respect to an
electronic record if the electronic record includes an electronic
signature.

Sec. 107. (a) If parties have agreed to conduct transactions
electronically and a law requires a person to provide, send, or
deliver information in writingtoanother person, that requirement
issatisfied if theinformation isprovided, sent, or delivered, asthe
casemay be, in an electronicrecord and theinfor mation iscapable
of retention by therecipient at thetimetheinfor mation isreceived.

(b) If alaw other than this chapter requiresarecord (i) to be
posted or displayed in a certain manner, (ii) to be sent,
communicated, or transmitted by a specified method, or (iii) to
contain information that is formatted in a certain manner, the
following rules apply:

(1) The record must be posted or displayed in the manner
specified in the other law.

(2) Except as otherwise provided in subsection (d)(2), the
record must be sent, communicated, or transmitted by the
method specified in the other law.

(3) Therecord must contain theinfor mation for matted in the
manner specified in the other law.

(c) An electronic record may not be sent, communicated, or
transmitted by an information processing system that inhibitsthe
ability to print or download the information in the electronic
record.

(d) Thissection may not be varied by agreement, but:

(1) a requirement under a law other than this chapter to
provide information in writing may be varied by agreement

HEA 1395+



5

to the extent permitted by the other law; and

(2) arequirement under alaw other than thischapter tosend,
communicate, or transmit arecord by first classmail, may be
varied by agreement to theextent per mitted by theother law.

Sec. 108. (a) An electronic record or electronic signature is
attributable to a person if it was the act of the person. The act of
the person may be proved in any manner, including a showing of
the efficacy of any security procedure applied to determine the
person to which the electronic record or electronic signature was
attributable.

(b) The effect of an electronic record or electronic signature
attributed toaperson under subsection (a) isdeter mined from the
context and surrounding circumstances at thetime of itscreation,
execution, or adoption, including the parties agreement, if any,
and otherwise as provided by law.

Sec. 109. If achangeor error in an electronic record occursin
atransmission between partiestoatransaction, thefollowingrules
apply:

(1) If the parties have agreed to use a security procedureto
detect changesor errorsand one (1) party has conformed to
the procedure, but the other party has not, and the
nonconforming party would have detected the change or
error had that party also confor med, the effect of thechanged
or erroneouselectronicrecordisavoidableby theconfor ming
party.
(2) In an automated transaction involving an individual, the
individual may avoid the effect of an electronic record that
resulted from an error by theindividual madein dealingwith
the electronic agent of another person if the electronic agent
did not provide an opportunity for the prevention or
correction of theerror and, at thetimetheindividual learns
of theerror, theindividual:
(A) promptly notifiestheother person of theerror and that
theindividual did not intend to be bound by the electronic
record received by the other person;
(B) takesreasonable steps, including stepsthat conformto
theother person’'sreasonableinstructions, toreturntothe
other person or, if instructed by the other person, to
destroy theconsideration received, if any, asaresult of the
erroneous electronic record; and
(C) hasnot used or received any benefit or value from the
consideration, if any, received from the other person.
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(3) If neither subdivision (1) nor subdivision (2) applies, the
changeor error hasthe effect provided by law, including the
law of mistake, and the parties contract, if any.

(4) Subdivisions (2) and (3) may not be varied by agreement.

Sec. 110. If a law requires that a signature be notarized, the
requirement issatisfied with respect toan electronicsignatureif an
electronic record includes, in addition to the electronic signature
tobenotarized, theelectronicsignatureof anotary publictogether
with all other informationrequiredtobeincluded in anotarization
by other applicable law.

Sec. 111. (a) If alaw requiresthat certain recordsbe retained,
that requirement is met by retaining an electronic record of the
information in therecord that:

(1) accurately reflectsthe information set forth in therecord
after it wasfirst generated in its final form as an electronic
record or otherwise; and

(2) remains accessible for later reference.

(b) A requirement to retain records in accordance with
subsection (a) does not apply to any information whose sole
purpose is to enable the record to be sent, communicated, or
received.

(c) A person satisfies subsection (a) by using the services of any
other person if the requirements of subsection (a) are met.

(d) If alaw requiresarecord to be presented or retained in its
original form, or provides consequences if the record is not
presented or retained initsoriginal form, that lawissatisfied by an
electronic record retained in accor dance with subsection (a).

(e) If alaw requiresretention of a check, that requirement is
satisfied by retention of an electronicrecord of theinformation on
thefront and back of the check in accor dance with subsection (a).

(f) Arecordretained asan electronicrecord in accordancewith
subsection (a) satisfiesa law requiring a person to retain records
for evidentiary, audit, or like purposes, unless alaw enacted after
July 1, 2000, specifically prohibitsthe use of an electronic record
for a specified purpose.

(9) Thissection does not preclude a gover nmental agency from
specifying additional requirements for the retention of records,
written or electronic, subject to theagency'sjurisdiction.

Sec. 112. In alegal proceeding, evidence of an electronicrecord
or electronic signature may not be excluded because it is an
electronicrecord or electronic signatureor it isnot an original or
isnot initsoriginal form.
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Sec. 113. (a) If an offer evokesan electronicrecord in response,
a contract may be formed in the same manner and with the same
effect asif therecord werenot electronic, but an acceptance of the
offer iseffective, if at all, when received.

(b) I'n an automated transaction, the following rules apply:

(1) A contract may beformed by theinteraction of electronic
agents of the parties even if no individual was aware of or
reviewed the electronic agents actionsor theresultingterms
and agreements.

(2) A contract may be formed by the interaction of an
electronic agent and an individual, acting on theindividual's
own behalf or for another person, including by an interaction
inwhich theindividual performsactionsthat theindividual is
freeto refuseto perform and which theindividual knows or
hasreason to know will causetheelectronic agent tocomplete
thetransaction or performance.

(c) Theterms of a contract are determined by the substantive
law applicableto the particular contract.

Sec. 114. (a) Unlessother wiseagr eed between thesender and the
recipient, an electronic record is sent when the information is
addressed or otherwise directed properly to the recipient and
either:

(1) enters an information processing system outside the
control of the sender or of a person that sent the electronic
record on behalf of the sender; or

(2) entersaregion of an information processing system that
isunder the control of therecipient.

(b) Unless otherwise agreed between the sender and the
recipient, an electronic record is received when:

(1) it enters an information processing system that the
recipient has designated or usesfor the purpose of receiving
electronicrecordsor information of thetype sent from which
therecipient isabletoretrievethe electronic record; and
(2) the electronic record is in a form capable of being
processed by that system.

(c) Subsection (b) applies even if the place the information
processing system is located is different from the place the
electronic record isdeemed to be received under subsection (d).

(d) Unlessotherwiseexpressy provided in theelectronicrecord
or agreed between the sender and the recipient, an electronic
record isdeemed to besent from the sender'splace of businessand
is deemed to bereceived at the recipient's place of business. For
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pur poses of this subsection, the following rules apply:
(1) If the sender or recipient has more than one (1) place of
business, theplace of business of that person isthat which has
the closest relationship to the underlying transaction.
(2) If the sender or the recipient does not have a place of
business, the place of business is the sender's or recipient's
residence, asthe case may be.

(e) An electronic record is effective when received even if no
individual isaware of itsreceipt.

(f) Receipt of an electronic acknowledgment from an
information processing system described in subsection (b)
establishes that a record was received but, in itself, does not
establish that the content sent correspondstothe content received.

(g) If alaw other than this chapter requires that a record be
sent or received, the requirement is satisfied by an electronic
record only if it is sent in accordance with subsection (a) or
received in accordance with subsection (b). If a person is aware
that an electronicrecord purportedly sent under subsection (a), or
purportedly received under subsection (b), wasnot actually sent or
received, thelegal effect of the sending or receipt isdeter mined by
other applicable law. Except to the extent permitted by the other
law, this subsection may not be varied by agreement.

Sec. 115. (a) In this section, "transferable record” means an
electronic record that:

(1) would be a note under IC 26-1-3.1 or a document under
IC 26-1-7, if the electronic record werein writing; and

(2) theissuer of the electronic record expressly hasagreed is
subject to this chapter.

(b) A person has control of a transferable record if a system
employed for evidencing the transfer of interests in the
transferablerecord reliably establishes that person asthe person
to whom thetransferable record has been issued or transferred.

(c) A system satisfies subsection (a), and a person is deemed to
have control of atransferablerecord, if therecord or recordsare
created, stored, and assigned in such a manner that:

(1) asingleauthoritative copy of therecord or recordsexists
that isunique, identifiable, and except as otherwise provided
in subdivisions (4), (5), and (6), unalterable;

(2) the authoritative copy identifies the person asserting
control asthe assignee of therecord or records;

(3) theauthoritative copy iscommunicated to and maintained
by the person asserting control or its designated custodian;
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(4) copies or revisions that add or change an identified
assignee of the authoritative copy can be made only with the
consent of the person asserting control;

(5) each copy of theauthoritative copy and any copy of a copy
isreadily identifiable as a copy that is not the authoritative
copy; and

(6) any revision of the authoritative copy is readily
identifiable as an authorized or unauthorized revision.

(d) Except as otherwise agreed, a person having control of a
transferablerecord isthe holder, asdefined in 1 C 26-1-1-201(20),
of thetransferablerecord and hasthe samerightsand defensesas
a holder of an equivalent record or writing under 1C 26-1,
including, if the applicable statutory requirements under
IC 26-1-3.1-302(a), I C 26-1-7-501, or 1C 26-1-9-308 are satisfied,
therightsand defensesof aholder in due course, aholder towhich
a negotiable document of title has been duly negotiated, or a
purchaser, respectively. Delivery, possession, and endor sement are
not required to obtain or exercise any of the rights in this
subsection.

(e) Except as otherwise agreed, obligors under a transferable
record have the same rights and defenses as equivalent obligors
under equivalent recordsand writingsunder |C 26-1.

(f) If requested by the person against whom enforcement is
sought, the per son seeking to enfor cethetransferablerecord shall
provide reasonable proof that the person is in control of the
transferable record. This proof may include access to the
authoritative copy of thetransferablerecord and related business
recor ds sufficient to review the terms of the transferable record
and establish the identity of the person in control of the
transferable record.

Sec. 201. Each governmental agency shall determine whether,
and the extent to which, the gover nmental agency will create and
retain electronicrecordsand convert written recordsto electronic
recor ds.

Sec. 202. (a) Except as otherwise provided in section 111(f) of
this chapter, each gover nmental agency shall deter mine whether,
and the extent to which, it will send and accept electronic records
and electronic signaturesto and from other personsand otherwise
create, generate, communicate, store, process, use, and rely upon
electronic records and electronic signatures.

(b) To the extent that a governmental agency uses electronic
records and electronic signatures under subsection (a), the
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governmental agency, giving due consideration to security, may

specify:
(1) the manner and format in which the electronic records
must be created, generated, sent, communicated, received,
and stored and the systems established for such purposes;
(2)if electronicrecordsmust beelectronically signed, thetype
of electronic signature required, the manner and format in
which the €electronic signature must be affixed to the
electronic record, and theidentity of, or criteriathat must be
met by, any third party used by a person filing adocument to
facilitate the process,
(3) control processesand procedur esasappropriatetoensure
adequate preservation, disposition, integrity, security,
confidentiality, and auditability of electronic records; and
(4) any other required attributes for electronic records that
are specified for corresponding nonelectronic records or
reasonably necessary under the circumstances.

(c) Except as otherwise provided in section 111(f) of this
chapter, this chapter does not require a gover nmental agency to
useor permit theuseof electronicrecordsor electronicsignatures.

Sec. 203. Standar ds adopted by a governmental agency under
section 202 of this chapter must encourage and promote
consistency and inter operability with similar requirementsadopted
by:

(1) other governmental agencies;

(2) other states;

(3) thefederal gover nment; and

(4) nongover nmental personsinteracting with gover nmental

agencies.
If appropriate, those standards must specify differing levels of
standards from which governmental agencies may choose in
implementing the most appropriate standard for a particular
application.

Sec. 301. If any provision of thischapter or itsapplication toany
person or circumstanceisheldinvalid, theinvalidity doesnot affect
other provisions or applications of this chapter that can be given
effect without theinvalid provision or application, and to thisend
the provisions of this chapter are severable.

Sec. 302. This chapter applies to an electronic record or
electronic signature created, generated, sent, communicated,
received, or stored after June 30, 2000.
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Speaker of the House of Representatives

President of the Senate

President Pro Tempore

Approved:

Governor of the State of Indiana
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